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1 Copies may be obtained: http:// 
www.whitehouse.gov/OMB/circulars. 

(2) Not maintain any official files 
which are retrieved by name or other 
personal identifier without first ensur-
ing that a notice for the system has 
been published in the FEDERAL REG-
ISTER. 

(3) Report any disclosures of personal 
information from a system of records 
or the maintenance of any system of 
records that are not authorized by this 
part to the appropriate Privacy Act of-
ficials for their action. 

§ 317.5 Information requirements. 

The Report Control Symbol. Unless 
otherwise directed, any report con-
cerning implementation of the Privacy 
Program shall be assigned Report Con-
trol Symbol DD-DA&M(A)1379. 

§ 317.6 Procedures. 

Procedures for processing material in 
accordance with the Privacy Act of 
1974 are outlined in DoD 5400.11–R, DoD 
Privacy Program (32 CFR part 310). 
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§ 318.1 Reissuance and purpose. 
(a) This part updates the policies, re-

sponsibilities, and procedures of the 
DTRA Privacy Program under the Pri-
vacy Act of 1974, as amended (5 U.S.C. 
552a), OMB Circular A–130, 1 and the 
DoD Privacy Program (32 CFR part 
310). 

(b) This rule establishes procedures 
whereby individuals can: 

(1) Request notification of whether 
Defense Threat Reduction Agency 
(DTRA) maintains or has disclosed a 
record pertaining to them in any non-
exempt system of records; 

(2) Request a copy or other access to 
such a record or to an accounting of its 
disclosure; 

(3) Request that the record be amend-
ed; and 

(4) Appeal any initial adverse deter-
mination of any such request. 

(c) Specifies those system of records 
which the Director, Defense Threat Re-
duction Agency has determined to be 
exempt from the procedures estab-
lished by this rule and by certain pro-
visions of the Privacy Act. 

(d) DTRA policy encompasses the 
safeguarding of individual privacy from 
any misuse of DTRA records and the 
provides the fullest access practicable 
by individuals to DTRA records con-
cerning them. 

§ 318.2 Applicability. 
(a) This part applies to all members 

of the Armed Forces and Department 
of Defense civilians assigned to the 
DTRA at any of its duty locations. 

(b) This part shall be made applicable 
to DoD contractors who are operating 
a system of records on behalf of DTRA, 
to include any of the activities, such as 
collecting and disseminating records, 
associated with maintaining a system 
of records. 

§ 318.3 Definitions. 
Access. The review of a record or a 

copy of a record or parts thereof in a 
system of records by any individual. 

Agency. For the purposes of dis-
closing records subject to the Privacy 
Act among DoD Components, the De-
partment of Defense is considered a 
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